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Why You Should Attend

This session is designed for financial sector regulators and supervisors and central bankers, officials from Ministries of Finance, the IMF and the World Bank, international development agencies, non-governmental organizations and the private sector.

Cyber-attacks and cyber risk are of critical concern to governments, central banks, supervisory and regulatory authorities, financial institutions and individuals. The changing nature of cyber risk is driven by evolving technology, which can lead to new or increased vulnerabilities for financial institutions and their clients. Recognizing the threat from cyber risks and the critical need to enhance financial institutions’ resilience to those risks, authorities across the globe have taken regulatory and supervisory measures designed to mitigate and manage cyber risk. As cyber risk is not limited by political or geographical barriers, international coordination is needed as well.

The panel will discuss existing regulations, guidance and supervisory practices applied by governments and what needs to be done to create cyber-resilient financial systems. More specifically, the panel will examine:

- What does cyber resilience mean for financial stability and financial inclusion?
- What are challenges in the detection and management of systemic cyber risk?
- How to leverage and improve existing cybersecurity regulations and practices internationally; and what are relevant country experiences?
- How to collaborate on cybersecurity challenges for governments and financial sector regulators and supervisors.

ABOUT TORONTO CENTRE

Toronto Centre for Global Leadership in Financial Supervision (Toronto Centre) is an independent not-for-profit organization that promotes financial stability and access to financial services globally by providing training that strengthens the capacity of financial sector regulators and supervisors, particularly in emerging markets and low-income countries. We believe that for countries to thrive, their financial systems must be stable and inclusive. By helping to build these economic foundations, our mission supports sustainable growth and job creation, and helps to reduce poverty. Since 1998, we have trained more than 10,000 supervisors and regulators from over 190 countries and territories. Toronto Centre is supported by Global Affairs Canada, the IMF, Swedish Sida, and other valuable international partners such as the World Bank. For more information, please visit www.torontocentre.org

This is an OPEN EVENT, but we expect seating will be limited due to high demand. REGISTRATION IS ENCOURAGED. Please inform Ms. Demet Çanakçı at dcanakci@torontocentre.org if you wish to attend.